AFIS Implementation Plan 
[image: image1.jpg]


 


NEC Solutions America Inc.
2355 Gold Meadow Way, Suite 200

Gold River, California 95670

Telephone (916) 463-7000

Fax (916) 463-7041
Live Scan to NEC GTC

Interface Specification

Texas Special and NIST 

Type 2 Definitions
November 21, 2007
1Appendix B —  Livescan to NEC GTC Interface Specification


1B.1 
SCOPE


2B.2 
REFERENCED DOCUMENTS


2B.3 
STANDARDS TO BE USED


4B.4 
GENERAL TRANSMISSION REQUIREMENTS


6B.5 
DATA TRANSFER USING FTP


7B.6 
GTC DIRECTORY STRUCTURES


7Common Directory Layout


8Submission Directory Layout


10B.7 
SUBMITTING TEXT AND IMAGES


10The Procedure


11Text and Image Set File Name


11Signal File Name


12Return Message File Names


12B.8 
FILE FORMATS


12Tag/Value File Format


12Signal File


13Acknowledgment File


13Return Message Formats


18B.9 
FILE DEFINITIONS


18LS Configuration File


18Validation Revision Control File


19B.10 
MESSAGE CODE TABLES


19Administrative Response Code– TABLE 11.1


19Accept Response Code - TABLE 11.2


20Reject Response Code - TABLE 11.3


21B.11 
MESSAGE EXAMPLES


21Administrative Messages


21Acknowledgement Messages


22Reject Messages


24Identification Response Messages


25Non-critical Error Messages


27Signal File (new submission)


27LS Configuration File


27Validation Revision Control File


28Tag 2.067 Examples


1Appendix C — NIST Type 2 Definitions


4ER2 NOTES:


4ER4 NOTES:


4ER5 NOTES:


Appendix B — 
Livescan to NEC GTC Interface Specification 
B.1 
SCOPE 

B.1.1 Identification

This document applies to all devices submitting fingerprint and Palm images and associated demographic data to the NEC Global Transaction Controller at the Texas DPS using the Livescan interface.  This version is an adaptation of the Livescan to NEC GTC Interface Specification (Revision 3.0) and is specific to the GTC at the Texas DPS.  The additional features in this document are not necessarily available with other implementations and for the most part deal with the Texas Electronic Arrest Reporting (EAR) requirements and the unique data set required by that program.

This document contains specifications that govern how devices will submit fingerprint and text data to the NEC GTC.  The discussion is limited to software and procedural considerations.

The changes made to the Livescan to NEC NATMS Interface Specification (Revision 3.1T) to produce this document do not affect the data submitted but deal primarily with message return (GTC to LS) formats, methodology and content.

B.1.2 Revision History

1. 1996
Version 1.0

2. April 10, 1997
Revision 2.0

3. June 22, 1998
Revision 3.0.  Updated to allow FTP as a transmission protocol.

4. October 26, 1998
Revision 3.1T Document specific to TCHIP project in Texas.

5. October 3, 2003
Revision 3.2    Updated for GTC/NATMS project

B.2 
REFERENCED DOCUMENTS 

For a complete picture of the context in which this system is to operate please see the latest revision of the following documents

· Texas DPS GTC Phase I Technical System Design, July 2004

· Texas DPS Computerized Criminal History (CCH) Data Dictionary (October 6,1998)

· Texas SB41 Chapter 60 Enhanced Computerized Criminal History (CCH) Remote Terminal Interface Using LU6.2 Transaction (SNA SDLC) (November 22, 1995)  SEE Note:

· ANSI, Data Format for the Interchange of Fingerprint Information (ANSI/NIST-ITL-2000)

· Electronic Fingerprint Transmission Specification (EFTS), which includes Appendix F, IAFIS Image Quality Specifications (CJIS-RS-0010v7).

· Wavelet Scalar Quantization (WSQ) Gray Scale Fingerprint Image Compression Specification (IAFIS-IC-011v2 February 16, 1993)

NOTE:  The use of this specification is for the definition of data formats and does not express the intent of NEC to support LU6.2 or SNA SDLC.

B.3 
STANDARDS TO BE USED 

Livescan systems must comply with the FBI’s Integrated Automated Fingerprint Identification System (IAFIS) Image Quality Specifications (IQS).  IAFIS is developed according to standards that establish an infrastructure for the exchange of fingerprint identification information between local, state and federal users, and between those users and the FBI.  To exchange fingerprint identification data effectively across jurisdictional lines or between dissimilar systems made by different manufacturers, standards are needed to specify a common format for the data exchange.  Therefore, Livescan devices are required to meet the FBI’s IAFIS standards and those amended by NEC’s Customer to include the following specifications. 

B.3.1 The American National Standard Institute (ANSI) Standard, Data Format for the Interchange of Fingerprint Information (ANSI/NIST-ITL 2000)

This standard defines the content, format and units of measurement for the exchange of information that may be used in the fingerprint identification of a subject.  Such information is intended for use in the interchange between criminal justice administrations or organizations that use an Automated Fingerprint Identification System (AFIS), and will provide a common interface for AFIS systems and related systems nationwide.

B.3.2 Electronic Fingerprint Transmission Specification (EFTS), Which Includes Appendix F, IAFIS Image Quality Specifications (CJIS-RS-0010v7)

This document specifies the file and record content, format, and data codes necessary for the exchange of fingerprint identification information between Federal, local and State users and the FBI.  It provides a description of all requests and responses associated with electronic fingerprint identification services.  It also establishes error messages, specific compression algorithms for the exchange of fingerprint image information, and image quality assurance methods.  Appendix A establishes the priorities of incoming transactions.  Appendix B includes field edit specifications and a sample Logical Record Layout for the Type 1 record.  Appendix C is the Descriptors and Field Edit Specifications for the Type 2 records.  Appendix D includes Type 2 record samples of each Latent and Image Type of Transaction.  The Logical Record Layouts in Appendix D and E include the following:

· TOT

· Message identifier

· Condition (optional or mandatory field)

· Field number

· Field name

· Character type (alpha, numeric, special characters)

· Field size per occurrence (minimum and 
maximum)

· Number of occurrences allowed (minimum and maximum)

· Total bytes allowed per field

· Example data for each field

· A special characters list for each field 

Appendix F applies to fingerprint scanner systems and printers that will supply fingerprint data to the Integrated Automated Fingerprint Identification System (IAFIS), and to printers and displays within the IAFIS. They provide objective criteria for insuring image quality. The scanner shall capture fingerprints at a minimum resolution in both the detector row and detector column directions (also know as ‘along - scan’ and ‘cross - scan’ directions) of 500 pixels per inch, plus or minus 5 pixels per inch.  The final output image delivered from the scanner system shall have a resolution of 500 pixels per inch, plus or minus 5 pixels per inch, and each pixel shall be gray level quantized to 8 bits.

B.3.3 The WAVELET Scalar Quantization (WSQ) Gray Scale Fingerprint Image Compression Specification (IAFIS - IC - 0110v2 February 16, 1993).

This standard specifies a class of encoders for converting source fingerprint image data to compressed image data, a decoder process for converting compressed image data to reconstructed fingerprint image data, and coded representations for compressed image data.

Every image electronically submitted to the state must be compressed using the WAVELET Scalar Quantization Compression Algorithm.  This algorithm consists of a class of encoders for converting source fingerprint image data to compressed image data, a decoder process for converting compressed image data to reconstructed fingerprint image data, and coded representations for compressed image data. 

The WSQ compression algorithm was selected for it’s compatibility with fingerprint data and GTC will not accept uncompressed electronic images.  The compression rate for fingerprint images will be 15:1.  However, GTC will accept electronic images captured with a compression rate of 5:1 for those devices certified at the Minimum Image Quality Requirement level established by the FBI. 

B.4 
GENERAL TRANSMISSION REQUIREMENTS 

Each Livescan device will submit National Institute of Standards and Technology (NIST) format text and images to the NEC GTC using either the Network File System (NFS) protocol or the File Transfer Protocol (FTP).  Before a Livescan device can connect to the GTC it will be provided with the following data items: 

· Device ID 
· Group ID 
· Password (NFS only) 
· TCP/IP address 
· Name of the Host to access 
· The name of the “common” directory to access 
The Device ID will be a three-character device identifier that will be unique for each Livescan device.  This device id must be used in all submissions to the GTC. 

The Livescan device will also be assigned to a logical group designated by the Group ID.  The group id will be four characters in length and will be associated with the submission directory. 

The common directory will contain the latest versions of data validation tables and environmental information that will tell Livescan devices which directories to write their submissions to.

The environmental information will specify the name of another directory called the submission directory that will be used to receive submissions from the network.

There will be only one common directory but there will be at least one submission directory.  The actual number of submission directories is determined by the system administrators.

When these data items are obtained, the Livescan device will use the following general procedure each time it initially connects to the network:

6. Access the common partition.

7. Verify that it has the latest versions of validation tables by examining files found in the common directory. See Note 1

8. Update tables on the Livescan that are out-of-date using files found in the common directory. See Note 1

9. Read an “environment” file in the common directory that contains the name of another directory (the submission directory) to which submissions will be sent.

10. Access the submission directory named in the environment file.

For each submission the Livescan device will: 

· Write the NIST data to the Livescan device id directory in the submission directory. 

· Write a signal file to the signal file directory in the submission directory.

After the GTC has recognized the submission and assigned a control number to it, the control number will be made available to the Livescan device.

Copies of tables used by the Livescan device to validate text data prior to submission will be made available in the common directory.  It is the responsibility of the Livescan device to examine the directory containing these tables and insure that the latest versions are downloaded.  The Livescan device will copy new tables from the common directory as needed.  See “Common Directory Layout” and “Validation Revision Control File” later in this document for details.  See Note 1

After AFIS processing is complete, the GTC will make available to the Livescan device the return message.  See B.9.4 “Return Message Formats” for message details.

Note 1:  This specification governs the NEC GTC functionality.  Early Livescan implementations may not have the functionality to download validation tables.  The capabilities of each are governed by the agreements under which those procurements were made. 

B.5 
DATA TRANSFER USING FTP 

GTC also supports data transfer by means of anonymous FTP.  In this protocol the livescan device connects to GTC through an FTP client with the user id “anonymous” and “anonymous” as the password.  Once a session has been established the livescan device should change to the pub directory.

The common directory will be in the pub directory under the name lscommon.  This directory will have the same structure and content as the one used for NFS protocol.

The environment files in the FTP common directory will all specify the pub directory as the submission directory.  Thus a typical environment file would be similar to

pub,1,1 
This implies that the pub directory will contain, besides the common directory, a signal files directory and several group directories.  For example, a directory listing of the pub directory might show lscommon and sigfiles along with directories for each of the livescan groups using FTP.

The exact structure of these directories is described in Section B.7.

The Livescan is responsible to poll its out directory and the GTC will perform basic housekeeping functions. 

B.6 
GTC DIRECTORY STRUCTURES 

Common Directory Layout 
The common directory will contain two sub-directories.  The first, called envfiles, will contain a LS Configuration File for each group of Livescan devices.  The second sub-directory, called valtabs, will contain the latest validation tables once implemented.

The LS Configuration File will contain one line of text that will be the name of the directory to which the devices in the group will write submissions.  All of these files will be kept in a directory called envfiles.  The name of the file will be the group id assigned to the Livescan device.

For example, a Livescan device assigned to group grp1 will open and read the contents of the LS Configuration File called envfiles/grp1.  The first line of the file will contain, beginning in column one, the name of the directory to which the device will write its submissions. (Also, the file will contain the interval timer and the maximum amount of time to check the out directory for the message back from GTC.)

Permissions on these files will be such that the Livescan device will have access only to its own file.  The purpose of these environmental files is to allow the GTC system administrator to manage the distribution of disk space usage in the submission directories.  The Livescan device must read its environment file when it first connects to the network.  The Livescan device administrator will be notified in advance of any changes to the directory names.

The valtabs directory, once implemented, will contain a copy of each validation table and a control file that will contain the implementation date of the latest version of each validation table.  The validation tables and the control file will all be stored as flat files with one line of text per entry.

The control file will be called revcon.dta.  It will contain a header record consisting of an eleven (11) character current table set version number.  This will be implementation date and time of the table set (always a past date).

Following the header record will be one line of text for each validation table.  Each line will start with an eleven (11) character table version number consisting of the year, date, and time of implementation (always a past date) of the table and the name of the table beginning in column twelve (12).  Each Livescan device will be responsible for ensuring that it is using the latest version of each table. The year will be 0000-9999, the date will be in Julian (001-366) format, and the time will be in hours and minutes based on a 24-hour clock.

The revcon.dta table should be checked at the Livescan each time an operator logs on.

Following is an example of the common directory structure. Each implementation may have its specific set of validation tables.

	Directory/File Name
	Directory/File Description

	lscommon
	Name of the common directory

	envfiles
	Directory containing assignment files

	grp1
	LS Configuration File for devices in group grp1

	nc01
	LS Configuration File for devices in group nc01

	    
	More group environment files

	valtabs
	Directory containing current validation tables

	revcon.dta
	Version control file

	ori.tbl
	Current ORI table

	ofc.tbl
	Current Offense Code table

	…
	Remaining tables as added


Submission Directory Layout

Each submission directory area will have a sub-directory for each group assigned to that area and a sub-directory called sigfiles where the Livescan devices in the assigned groups will write their signal files.

For the example below, the submission directory /home/natms/tc/lsdir/nfs (as specified in the LS configuration file, see section 10) containing groups def3 and rs7 will have the following sub-directories:

· def3 
· rst7 
· sigfiles 
The name of the group directory will be the same as the group name.  Each group directory will have one sub-directory for each Livescan device assigned to that group.  The name of these device sub-directories will be the same as the Livescan device ids.

Finally each device sub-directory will have beneath it a single sub-directory called out.  The out directory will be used to find the SUBMIT file and an acknowledgment file from GTC.  (This is discussed in more detail further on). 

Suppose, then, that Livescan devices abc and 123 are assigned to group def3 and that Livescan device jkl is assigned to group rst7.  The full directory structure would be:

	Directory Name
	Directory Description

	/home/natms/tc/lsdir/nfs/def3/abc
	NIST text and image directory assigned to Livescan device abc group def3

	/home/natms/tc/lsdir/nfs/def3/abc/out
	SUBMIT, return message and acknowledgment file directory assigned to Livescan device abc group def3

	/home/natms/tc/lsdir/nfs/def3/123
	NIST text and image directory assigned to Livescan device 123 in group def3

	/home/natms/tc/lsdir/nfs/def3/123/out
	SUBMIT, return message and acknowledgment file directory assigned to Livescan device 123 group def3

	/home/natms/tc/lsdir/nfs/rst7/jkl
	NIST text and image directory assigned to Livescan device jkl in group rst7

	/home/natms/tc/lsdir/nfs/rst7/jkl/out
	SUBMIT, return message and acknowledgment file directory assigned to Livescan device jkl group rst7

	/home/natms/tc/lsdir/nfs/sigfiles
	directory where Livescan devices abc, 123 and jkl will write their signal files


(For anonymous FTP, /home/natms/tc/lsdir/nfs, the submission directory, would be replaced by pub.)

In the event that the submitting device is a Livescan store and forward concentrator with multiple Livescan devices underneath, a group id will be assigned to that concentrator.  The concentrator’s individual Livescan devices will be the only device sub-directories contained within that group id.  Submitting of NIST text and image data will be the same as below, noting that the Livescan store and forward must write the data to the proper Livescan device sub-directory associated with the submission. 

B.7 
SUBMITTING TEXT AND IMAGES 

The Procedure 
Each time a Livescan device has a NIST record to send it will check the out directory for the presence of a file named SUBMIT. The presence of this file indicates that the Livescan may submit NIST records to GTC.  The absence of this file indicates that Livescan may not submit NIST records.  If Livescan submits NIST records without the SUBMIT file being present, the submissions will be ignored by GTC.

When the SUBMIT file is detected, the Livescan device will copy the text and image set to the GTC in the appropriate submission directory.  The text and image set will be concatenated into a single file.  The file name of the text and image set must be in the format of ddhhmmss to distinguish it from previously submitted records.  After transmission of text and images is complete, the Livescan device will copy a signal file to the appropriate sigfiles directory using a name in the format ddhhmmss.LLL where LLL is the Livescan device id.

Once GTC has received a transaction it will write an acknowledgment file (ddhhmmss.LLL) to the out directory indicating the record has been received.  Livescan will check the out directory at a constant interval for an acknowledgment file  If the acknowledgment does not appear in the out directory after a maximum retry count, the Livescan will resubmit the same NIST data again beginning with the SUBMIT check and the generation of a new ddhhmmss file. The time stamp ddhhmmss must be updated and a new signal file generated.

The Livescan will also check the out directory for return messages which will be made available to the Livescan upon completion of AFIS processing or error conditions.

It will be the responsibility of GTC to process and clean up any of these “orphaned” signal files and submission files. The constant interval and the maximum retry count are defined in the LS configuration file in the envfile directory. All text and image data will be submitted in NIST format.

Text and Image Set File Name 
At the time of submission, the device will create within its assigned device directory a NIST file using a name composed of the date and time of the submission. The format will be:

ddhhmmss

where…

	dd
	is the current day of the month

	hh
	is the hour based on the 24-hour clock

	mm
	is the minutes

	ss
	is the seconds


Signal File Name

When transmission of the text and image set is complete, the device will create a signal file in the sigfiles directory using a name composed of the time stamp of the submission and the Livescan device id. The name of the signal file will be in the following format:

ddhhmmss.LLL

where…

	ddhhmmss
	is the name of the submission file based on the date/time

	LLL
	is the Livescan device identifier


Return Message File Names

The return message filenames will be comprised of the three-letter message type (mad, mac, mrj, mid, or mnc) followed by the date and time in ddhhmmss format with the three-digit lsid as the extension. See the following format:

xxxddhhmmss.LLL

where…

	xxx
	is the message type

	ddhhmmss
	is the date/timestamp

	LLL
	is the Livescan device identifier


For example, a “mid” message from Livescan id 024 on the 26th at one second before midnight would look like: 

mid26235959.024 

B.8 
FILE FORMATS 

Tag/Value File Format

The signal file and the acknowledgment file utilize a tag/value format.  This means that each line is composed of a tag, a colon and a value with no spaces around the colon.  In general the lines may appear in any order.  The last line in a file using the tag/value format must be an end of file marker designated here as “__END__.”  The Livescan device will not honor any file in the out directory that does not have the __END__ marker present. (Note that __END__ has double under-bar in both sides.)

Signal File

The signal file is created by the Livescan device to indicate that a NIST record is available for processing by GTC.  It will contain the following lines:

SIGF:
ddhhmmss.LLL

__END__

where…

	SIGF
	is the tag for a signal file name

	__END__
	is the end of file marker


Acknowledgment File

The Acknowledgment file is created by GTC to indicate that it has received the submission.  It contains the following:

SIGF:
ddhhmmss.LLL

ARV:
ddhhmmss

SAN:
nnnnnnnnnn

__END__

where…

	SIGF
	is the tag for the signal file name which LS assigned when it submitted the NIST data to GTC

	ARV
	is the tag for the arrival time (ddhhmmss)

	SAN
	is the tag for a unique GTC assigned acknowledgement number

	__END__
	is the end of file marker


Note:  The contents of the acknowledgment file generated by GTC corresponding to a submission will include all information in the signal file that the Livescan generated (minus the end of file marker) with the ARV and SAN data elements appended to the end.

Return Message Formats

All GTC to Livescan return messages are a text message starting with a header composed of the following:

· TO

· FROM

· SUBJECT

· DATE/TIME

and a formatted text message. The message will contain identifying data items and possibly appended data, also as formatted text. The message types for the TCHIP project in Texas are as follows:

· ADMINISTRATIVE   (mad)
· ACKNOWLEDGMENT   (mac)
· REJECT   (mrj)
· IDENTIFICATION   (mid)
· NON-CRITICAL ERROR   (mnc)
Provided below are the formats of the message layouts for both the header and text message portions:

Header Format (First four lines of each message)

	Line
	Description

	TO:
	User ID assigned to each Livescan

	FROM:
	NEC GTC

	SUBJECT:
	mad, mac, mrj, mid, or mnc

	DATE/TIME:
	YYYY/MM/DD   HH:MM:SS


Administrative Message Format

	Line
	Description

	TYPE:
	mad

	CODE:
	Administrative code numeric (see table 11.1)

	LITERAL:
	Matches description of code numeric (see table 11.1)


Acknowledgement Message Format

	Line
	Description

	TYPE:
	mac

	TCN:
	Livescan TCN number

	SAN:
	Unique GTC assigned Submission Acknowledgement Number

	CODE:
	Acknowledgement code numeric (see table 11.2)

	LITERAL:
	Matches description of code numeric (see table 11.2)


Reject Message Format

Reject for all but R300 code critical error

	Line
	Description

	TYPE:
	mrj

	TCN:
	Livescan TCN number

	SAN:
	Unique GTC assigned Submission Acknowledgement Number

	TRN:
	Locally assigned transaction number

	RCODE:
	Return code numeric (see table 11.3)

	RLITERAL:
	Translation (see table 11.3)


Reject for R300 code critical error

	Line
	Description

	TYPE:
	mrj

	TCN:
	Livescan TCN number

	SAN:
	Unique GTC assigned Submission Acknowledgement Number

	RCODE:
	Return code numeric, in this case “R300” (see table 11.3)

	RLITERAL:
	Translation, in this case “Critical Error” (see table 11.3)

	TRN:
	Locally assigned transaction number

	OCA:
	Originating Agency Case Number

	NAM:
	Master name of subject

	MSG:
	A multiple-line message in formatted text, each line preceded by this tag:

This is intended as an operator readable message for display (see section B.12 for detailed examples)

	SEG:
	The EAR segment in error is included


Note:  One or more MSG/SEG groupings may be included.  There will be one MSG/SEG grouping for each EAR file segment (EH, EHN or ER2), which is in error.

Identification Response Format

Response for HIT

	Line
	Description

	TYPE:
	mid

	TCN:
	Livescan TCN number

	SAN:
	Unique GTC assigned Submission Acknowledgement Number

	SID:
	State Identification number

	AGN:
	Local agency assigned identification number

	TRN:
	Locally assigned transaction number

	OCA:
	Originating Agency Case Number

	NAM:
	Master name

	FBI:
	Federal Identification number assigned by FBI

	FLG:
	Blank for HIT response

	HNH:
	HIT or NOHIT (HIT in this case)

	MSG:
	A multiple-line message in formatted text, each line preceded by this tag:

Intended as an operator readable message for display (see section B.12 for detailed examples)


Response for NOHIT

	Line
	Description

	TYPE:
	mid

	TCN:
	Livescan TCN number

	SAN:
	Unique GTC assigned Submission Acknowledgement Number

	SID:
	State Identification number

	AGN:
	Local agency assigned identification number

	TRN:
	Locally assigned transaction number

	OCA:
	Originating Agency Case Number

	NAM:
	Master name

	FLG:
	* for NOHIT response

	HNH:
	HIT or NOHIT (NOHIT in this case)

	MSG:
	A multiple-line message in formatted text, each line preceded by this tag:

Intended as an operator readable message for display (see section B.12 for detailed examples)


Non-critical Error Return (Corrected at DPS - Austin)

	Line
	Description

	TYPE:
	mnc

	TCN:
	Livescan TCN number

	SAN:
	Unique GTC assigned Submission Acknowledgement Number

	SID:
	State Identification number

	TRN:
	Locally assigned transaction number

	OCA:
	Originating Agency Case Number

	NAM:
	Master name of subject

	MSG:
	A multiple-line message in formatted text, each line preceded by this tag:

Intended as an operator readable message for display (see section B.12 for detailed examples)

	SEG:
	The EAR segment in error is included

	SGC:
	The corrected EAR segment is displayed


Note:  One or more MSG/SEG/SGC groupings may be included.  There will be one MSG/SEG/SCG grouping for each EAR file segment (EH, EHN or ER2), which is in error.  The corrections displayed are applied; resubmission is not required and will cause a duplicate TCN error.

Flow Control Message Formats

Administrative messages are intended to control the Livescan NIST submission data flow. These flow control messages will be delivered in the Livescans /out directory detailing the condition in the form described in section 2.6.3.2.

The reactions of the Livescan devices for each type of flow control message are defined in the following table:
	GTC Message
	GTC Situation
	Livescan Will
	Return to Normal Message Expected
	Livescan Will Then

	TYPE: ‘mad’ 

CODE: A050 or A020

Out/SUBMIT file removed.
	GTC queue is full. No more NIST submissions can be received.
	Stop Transmissions
	TYPE: ‘mad’ 

CODE: A000 

Out/SUBMIT file added.
	Resume normal transmissions 

	TYPE: ‘mad’ 

CODE: A010
	GTC queue is approaching full.
	Slow down transmissions.  Livescan will increase its out file check interval.
	TYPE: ‘mad’

CODE: A000
	Resume normal transmission rate

	TYPE: ‘mad’

CODE: A090 

Out/SUBMIT file removed
	GTC is shutting down
	Stop transmissions
	TYPE: ‘mad’

CODE: A000 

Out/SUBMIT file added
	Resume normal transmissions


B.9 
FILE DEFINITIONS 

Listed below are the various definitions of files that will interact with the Livescan device.  The order listed is the order encountered. 

LS Configuration File

The LS Configuration File is a control file that contains data items that the Livescan device needs to complete the connection to the GTC.  This file will contain the name of the partition to which a Livescan device will write its submissions.  Also contained will be interval and maximum timer values for the purpose of checking for messages from the GTC. The LS configuration file will contain only a single line with the data fields separated by commas and terminated with a new line character.  There will be one file for each Livescan group.

	File name
	/(common partition)/envfiles/(livescan group id)

	Contents
	NFS Submission Partition, Interval Timer (minutes), Maximum Timer (minutes)

	Sample file
	/home/natms/tc/lsdir/nfs,1,10


Validation Revision Control File

The Validation Revision Control File contains the version number and implementation date of each validation table in the valtabs directory.  As validation tables are to be updated, the date at which the file was replaced in the /(common partition)/valtabs directory will be entered into this file. The control file will be called revcon.dta.  It will contain a header record consisting of the implementation date and time of the table set (always a past date).  The following lines will contain one line for each validation table.

Each line will start with a table version number consisting of the year (yyyy), date (Julian), and time (hhmm) of implementation (always a past date) and the name of the table beginning in column twelve (12).  Each Livescan device will be responsible for ensuring that it is using the latest version of each table.

	File name
	/(common partition)/valtabs/revcon.dta

	Contents
	Implement Date Time(yyyyjjjhhmm) (
Date Time(yyyyjjjhhmm) table name (

	Sample file
	19943321201 (
19942551201ori.tbl (
19933310001ofc.tbl (
19941821201additional.tbl (


B.10 
MESSAGE CODE TABLES 

Administrative Response Code– TABLE 11.1 

	Type
	Code

	mad
	A000: Resume transmission

A010: Reaching input limit

A020: Stop transmission

A050: GTC queue is full

A090: GTC shutting down

(list may be expanded)


Accept Response Code - TABLE 11.2 
	Type
	Code

	mac
	0000: Positive Response

0001: Negative Response

(list may be expanded)


Reject Response Code - TABLE 11.3 
	Type
	Code

	mrj
	R001: NIST file inconsistent (not a NIST file)

R002: NIST error

R010: LEN not found

R011: LEN invalid

R012: TOT (Type1)  not found

R013: TOT (Type1)  invalid

R014: TCN (Type1)  not found

R015: Duplicate TCN (Type1)

R016: TCN (Type1)  invalid

R120: EH segment not found

R121: EH segment  invalid

R131: EHN segment invalid

R140: ER2 segment not found

R141: ER2 segment  invalid

R150: ER3 segment not found

R151: ER3 segment invalid

R160: ER4 segment not found

R161: ER4 segment invalid

R170: ER5 segment not found

R171: ER5 segment invalid

R200: Rejected at ERT by operator

R201: Rejected at EDIT by operator

R202: Rejected at IPC

R203: Rejected at VV by operator

R204: Rejected at VV2 by operator

R205: Rejected at CV by operator

R206: Rejected at PV by operator

R207: Reject Palm Print

R300: Critical Error

R999: Fatal error

(list may be expanded)


B.11 
MESSAGE EXAMPLES 

The following message examples are actual messages retrieved from the Texas DPS GTC (with names and other identifying information changed).  They are plain text files.  In any place where an EAR segment is included in the message, the spaces included are part of the record.  The CCH Data Dictionary and the CCH Terminal Interface Specification define the EAR records and their layout. 

Administrative Messages

TO:        ALL
FROM:      NEC NATMS
SUBJECT:   mad
DATE/TIME: 1998/09/25 04:21:37
TYPE:      mad
CODE:      A090
LITERAL:   NATMS SHUTTING DOWN

TO:        ALL
FROM:      NEC NATMS
SUBJECT:   mad
DATE/TIME: 1998/09/25 04:52:53
TYPE:      mad
CODE:      A050
LITERAL:   NATMS QUEUE IS FULL

TO:        ALL
FROM:      NEC NATMS
SUBJECT:   mad
DATE/TIME: 1998/09/25 05:19:30
TYPE:      mad
CODE:      A000
LITERAL:   RESUME TRANSMISSION

Acknowledgement Messages

TO:        002
FROM:      NEC NATMS
SUBJECT:   mac
DATE/TIME: 1998/09/25 00:42:04
TYPE:      mac
TCN:       41002069168
SAN:       0925980003
CODE:      0000
LITERAL:   Accepted by NATMS

Reject Messages

TO:        042
FROM:      NEC NATMS
SUBJECT:   mrj
DATE/TIME: 1998/09/24 15:17:03
TYPE:      mrj
TCN:       41042000496
SAN:       0924980066
TRN:                 
RCODE:     R011
RLITERAL:  LEN invalid

TO:        002
FROM:      NEC NATMS
SUBJECT:   mrj
DATE/TIME: 1998/09/25 21:55:53
TYPE:      mrj
TCN:       41002069391
SAN:       0925980101
TRN:                 
RCODE:     R012
RLITERAL:  TOT(Type1) not found

TO:        038
FROM:      NEC NATMS
SUBJECT:   mrj
DATE/TIME: 1998/09/25 09:14:47
TYPE:      mrj
TCN:       41038044902
SAN:       0925980035
TRN:       9022073610
RCODE:     R015
RLITERAL:  Duplicate TCN(Type1)

TO:        027
FROM:      NEC NATMS
SUBJECT:   mrj
DATE/TIME: 1998/09/15 18:38:01
TYPE:      mrj
TCN:       41027063500
SAN:       0915980055
TRN:       9012139929
RCODE:     R200
RLITERAL:  Rejected at ERT by operator

TO:        002
FROM:      NEC NATMS
SUBJECT:   mrj
DATE/TIME: 1998/09/08  01:37:38
TYPE:      mrj
TCN:       41002066474
SAN:       
TRN:       901323867X
RCODE:     R201
RLITERAL:  Rejected at EDIT by operator

TO:        024
FROM:      NEC NATMS
SUBJECT:   mrj
DATE/TIME: 1998/09/19 21:41:50
TYPE:      mrj
TCN:       41024026029
SAN:       0919980124
RCODE:     R300
RLITERAL:  Critical Error
TRN:       901128433X
OCA:       982620955   
NAM:       SMITH,JOHANNA                 
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 901128433X
MSG:                   TCN = 41024026029
MSG:    ER2 SEGMENT 1
MSG:      Critical Err: Duplicate Error
MSG:        TRS  [A001]
MSG:*********************************************
SEG:ER2 X047719980919AFISFLORES             901128433X
09191998TX2460000          SMITH,JOHANNA          2345
OLD WEST ST(2.5 YRS)      ROUNDROCK           TX78681
9852960        982620955    A0010919199823990067
31.03(e)(2)(A) PCMB 205
09191998TX246013A
0000000000000000000010000000000000000000000000000000000000000000000000000000000000000000000000000000
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 901128433X
MSG:                   TCN = 41024026029
MSG:    ER2 SEGMENT 2
MSG:      Critical Err: Duplicate Error
MSG:        TRS  [A001]
MSG:*********************************************
SEG:ER2 X047719980919AFISFLORES             901128433X
09191998TX2460000          SMITH,JOHANNA          2345
OLD WEST ST(2.5 YRS)     ROUNDROCK           TX78681
9852960        982620955    A0010919199823990067
31.03(e)(2)(A) PCMB 205
09191998TX246013A
0000000000000000000010000000000000000000000000000000000000000000000000000000000000000000000000000000

Identification Response Messages

TO:        038
FROM:      NEC NATMS
SUBJECT:   mid
DATE/TIME: 1998/09/24  16:12:19
TYPE:      mid
TCN:       41038044902
SAN:       
SID:       04337399
AGN:       31864
TRN:       9022073610
OCA:       9818540
NAM:       BREVINA,DEBI MARIA
SID:       04337399
FBI:                
FLG:        
HNH:       HIT
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 9022073610
MSG:                   TCN = 41038044902
MSG:  WAS IDENTIFIED AS
MSG:                   SID = 04339999        
MSG:*********************************************

TO:        015
FROM:      NEC NATMS
SUBJECT:   mid
DATE/TIME: 1998/09/23  18:18:53
TYPE:      mid
TCN:       41015074897
SAN:       
SID:       06134996
AGN:       85991
TRN:       9009185451
OCA:       85991
NAM:       BEDNOUR,DEBI MAE
SID:       06134996
FLG:       *
HNH:       NOHIT
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 9009185451
MSG:                   TCN = 41015074897
MSG:  WAS IDENTIFIED AS NEW
MSG:                   SID = 06139999
MSG:*********************************************

Non-critical Error Messages

TO:        031
FROM:      NEC NATMS
SUBJECT:   mnc
DATE/TIME: 1998/09/25  01:45:47
TYPE:      mnc
TCN:       41031103299
SAN:       
SID:               
TRN:       9015259151
OCA:       JID118015   
NAM:       WILL,JOHN LOREN
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 9015259151
MSG:                   TCN = 41031103299
MSG:    ER2 SEGMENT 1
MSG:      Non Critical Err: Relation Check Error
MSG:        AD1[TRANSIENT                     ]
MSG:        CORRECTED AS [TRANSIENT                  ]
MSG:        ADC[ODESSA              ]
MSG:        CORRECTED AS [ODESSA              ]
MSG:        ADS[TX]
MSG:        CORRECTED AS [TX]
MSG:        ADZ[         ]
MSG:        CORRECTED AS [99999    ]
MSG:*********************************************
SEG:ER2  047719980925AFISRAMOS              9015259151
09241998TX0680200                    WILL,JOHN LOREN
TRANSIENT                     ODESSA              TX
70858          JID118015    A0010924199857070010
30.05(a) PC      MB 205
09251998TX068013A
0000000000111100000000000000000000000000000000000000000000000000000000000000000000000000000000000000
SGC:ER2  047719980925AFISRAMOS              9015259151
09241998TX0680200                    WILL,JOHN LOREN
TRANSIENT                  ODESSA              TX99999
70858          JID118015    A0010924199857070010
30.05(a) PC      MB 205
09251998TX068013A

TO:        007
FROM:      NEC NATMS
SUBJECT:   mnc
DATE/TIME: 1998/09/25  02:12:06
TYPE:      mnc
TCN:       41007023135
SAN:       
SID:               
TRN:       9017950048
OCA:       53619600    
NAM:       SMITH,JIMMIE DEAN
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 9017950048
MSG:                   TCN = 41007023135
MSG:    EH SEGMENT
MSG:      Non Critical Err: Relation Check Error
MSG:        OLT[  ]
MSG:        CORRECTED AS [XX]
MSG:        OLN[07286287                 ]
MSG:        CORRECTED AS [07286287                 ]
MSG:        OLS[TX]
MSG:        CORRECTED AS [TX]
MSG:*********************************************
SEG:EH   039619980925AFISSCHEET              TX0210000
SMITH,JIMMIE DEAN        MWKSUS12021963508180BLUBROLGT
07286287                 TX
N901795004853619600    0210100                      .
0000000000000000111000000000000000000000000000000000000000000000000000000000000000000000000000000000
SGC:EH   039619980925AFISSCHEET              TX0210000
SMITH,JIMMIE DEAN        MWKSUS12021963508180BLUBROLGT
XX07286287                 TX
N901795004853619600    TX0210100                    .
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 9017950048
MSG:                   TCN = 41007023135
MSG:    ER2 SEGMENT 1
MSG:      Non Critical Err: Not found in Table
MSG:        ORIA[0210100                      ]
MSG:        CORRECTED AS [TX0210100                  ]
MSG:      Non Critical Err: No data (mandatory)
MSG:        ANA[                              ]
MSG:        CORRECTED AS [SMITH,JIMMIE DEAN          ]
MSG:        ADN[   ]
MSG:        CORRECTED AS [215]
MSG:        REF[         ]
MSG:        CORRECTED AS [TX0210000]
MSG:*********************************************
SEG:ER2  047719980925AFISSCHEET             9017950048
092519980210100
53619600 A0010925199854040010DRIVING WHILE INTOXICATED
49.04            MA    HELD                   09251998
.
0000000011000000000000000101000000000000000000000000000000000000000000000000000000000000000000000000
SGC:ER2  047719980925AFISSCHEET             9017950048
09251998TX0210100                    SMITH,JIMMIE DEAN
53619600 A0010925199854040010DRIVING WHILE INTOXICATED
49.04            MA 215HELD
09251998TX0210000         .
MSG:*********************************************
MSG:  TRANSACTION WITH TRN = 9017950048
MSG:                   TCN = 41007023135
MSG:    ER2 SEGMENT 2
MSG:      Non Critical Err: Not found in Table
MSG:        ORIA[0210100                      ]
MSG:        CORRECTED AS [TX0210100                  ]
MSG:      Non Critical Err: No data (mandatory)
MSG:        ANA[                              ]
MSG:        CORRECTED AS [SMITH,JIMMIE DEAN          ]
MSG:*********************************************
SEG:ER2  047719980925AFISSCHEET             9017950048
092519980210100
53619600     A0020925199854050008DRIVING WHILE LIC SUSPEND
601.371(D)       M* 205HELD
09251998TX021013A         .
0000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000000
SGC:ER2  047719980925AFISSCHEET             9017950048
09251998TX0210100                    SMITH,JIMMIE DEAN
53619600 A0020925199854050008DRIVING WHILE LIC SUSPEND
601.371(D)       M* 205HELD
09251998TX021013A         .

Signal File (new submission)

SIGF:29134327.024
__END__

LS Configuration File

/home/natms/tc/lsdir/nfs,1,10

Validation Revision Control File

19983321201(
19982551201ori.tbl(
19983310001ofc.tbl(
Tag 2.067 Examples

What follows are examples for the designation for tag 2.067.  More vendors will be added as they are defined.

NIST Type 2 Field 2.067

	Field Number
	
Identifier
	
Field Name
	Character Type
	
Live Scan
	
Edit Criterion
	
Example
	Special Characters

	2.067
	IMA
	IMAGE CAPTURE EQUIPMENT, (Image Processing Field) 

LIVE SCAN MAKE, MODEL, SERIAL NUMBER
	Alpha, Numeric, Special Character (A, N, S)
	Generated
	Single Occurrence

MAKE  (1-25) digits 

MODEL (1-25) digits 

SERIAL NUMBER  (1-50) digits 

Separated by Unit Separator (US)
	2.067:DBI<US>1134<US>123456<GS>
	Any printable 7-bit ASCII character is allowed.


Live Scan Devices

	Live Scan Manufacturer
	Manufacturer’s Specific Model
	2.067: MAKE Presentation
	2.067: MODEL Presentation (Sample)
	2.067: SERIAL NUMBER (Sample)
	
Example

	Identix
	Identix- TP600
	IDX
	TP-600
	12345
	2.067:IDX<US>
TP-600<US>12345
<GS>

	Identix
	Identix- TP2000
	IDX
	TP-2000
	12345
	2.067:IDX<US>
TP-2000<US>
12345<GS>

	Identix
(Formerly Visionics)
	Visionics (DBI) Tenprinter Series S (1133S)
	DBI
	1133S5
	12345
	2.067:DBI<US>
1133S5<US>
12345<GS>

	Identix
(Formerly Visionics)
	Visionics (DBI) Tenprinter Series R (1133R)
	DBI
	1133R5
	12345
	2.067:DBI<US>
1133R5<US>
12345<GS>


Visionics Corporation and Digital Biometrics Inc. (DBI) merge to form the publicly traded Visionics Corporation.  As of June 26, 2002, Visionics Corporation has merged with Identix Incorporated (NASDAQ: IDNX). 

High Volume Scanner Devices

	Live Scan Manufacturer
	Manufacturer’s Specific Model
	2.067: MAKE Presentation
	2.067: MODEL Presentation (Sample)
	2.067: SERIAL NUMBER (Sample)
	
Example

	TITAN-DBA
	Titan DBA FC5000T
	TSC
	FC5000T
	12345
	2.067:TSC<US>FC5000T
<US>12345<GS>

	TITAN-DBA
	Titan DBA FC5000HS
	TSC
	FC5000HS
	12345
	2.067:TSC<US>FC5000HS<US>12345<GS>


Flat Bed Scanner Devices

	Live Scan Manufacturer
	Manufacturer’s Specific Model
	2.067: MAKE Presentation
	2.067: MODEL Presentation (Sample)
	2.067: SERIAL NUMBER (Sample)
	
Example

	TITAN-DBA
	Titan DBA-FC500
	TSC
	FC500
	12345
	2.067:TSC<US>FC500
<US>12345<GS>

	AGFA
	AGFA – T1200
	AGFA
	T1200
	12345
	2.067:AGFA<US>T1200<US>12345<GS>


Appendix C — NIST Type 2 Definitions 

	Tag
	FBINam
	DPSNam
	Name
	Who
	EdtStr
	SpcEdt
	MinLen
	MaxLen
	MaxOcc

	1.01
	LEN
	LEN
	Record Length
	FBI
	n
	0
	2
	3
	1

	1.02
	VER
	VER
	Version
	FBI
	n
	0
	4
	4
	1

	1.03
	CNT
	CNT
	File Content
	FBI
	an
	0
	9
	48
	1

	1.04
	TOT
	TOT
	Type of Transaction
	FBI
	a
	0
	3
	5
	1

	1.05
	DAT
	DAT
	Date
	FBI
	n
	0
	8
	8
	1

	1.06
	PRY
	PRY
	Transaction Priority
	FBI
	n
	0
	1
	1
	1

	1.07
	DAI
	DAI
	Designation Agency ID
	FBI
	an
	0
	9
	9
	1

	1.08
	ORI
	ORI
	Originating Agency ID
	FBI
	an
	0
	9
	9
	1

	1.09
	TCN
	TCN
	Transaction Control Num
	FBI
	n
	0
	10
	40
	1

	1.10
	TCR
	TCR
	Transaction Control Ref
	FBI
	n
	0
	10
	40
	1

	1.11
	NSR
	NSR
	Native Scanning Resolution
	FBI
	n
	0
	5
	5
	1

	1.12
	NTR
	NTR
	Nominal Trans Resolution
	FBI
	n
	0
	5
	5
	1

	2.001
	LEN
	LEN
	Record Length
	FBI
	n
	0
	2
	5
	1

	2.002
	IDC
	IDC
	Image/Rec Designator
	FBI
	n
	0
	2
	2
	1

	2.005
	RET
	RET
	Retention Code
	FBI
	a
	0
	1
	1
	1

	2.006
	ATN
	ATN
	Attention Indicator
	FBI
	anb,$&-/()*;
	0
	3
	30
	1

	2.007
	SCO
	SCO
	Send Copy To
	FBI
	an
	0
	9
	19
	9

	2.009
	OCA
	TRN*
	Originating Ag Cas Num
	FBI
	an,-b/
	0
	1
	10
	1

	2.014
	FBI
	FBI
	FBI Number
	FBI
	an
	0
	1
	9
	5

	2.015
	SID
	SID
	State ID Num
	FBI
	an
	0
	3
	10
	5

	2.016
	SOC
	SOC
	Social Security Number
	FBI
	n
	0
	9
	10
	4

	2.017
	MNU
	MNU
	Misc ID Number
	FBI
	an-
	0
	4
	15
	4

	2.018
	NAM
	NAM
	Name
	FBI
	a,-b
	0
	3
	30
	1

	2.019
	AKA
	AKA
	Aliases
	FBI
	a-&,b
	0
	3
	30
	10

	2.020
	POB
	POB
	Place of Birth
	FBI
	a
	0
	2
	2
	1

	2.021
	CTZ
	CTZ
	Country of Citizenship
	FBI
	a
	0
	2
	2
	1

	2.022
	DOB
	DOB
	Date of Birth
	FBI
	n-
	0
	8
	9
	5

	2.024
	SEX
	SEX
	Gender
	FBI
	a
	0
	1
	1
	1

	2.025
	RAC
	RAC
	Race
	FBI
	a
	0
	1
	1
	1

	2.026
	SMT
	SMT
	Scars, Marks, & Tattoos
	FBI
	ab
	0
	3
	10
	10

	2.027
	HGT
	HGT
	Height
	FBI
	an
	0
	2
	3
	1

	2.029
	WGT
	WGT
	Weight
	FBI
	n
	0
	3
	3
	1

	2.031
	EYE
	EYE
	Color Eyes
	FBI
	a
	0
	3
	3
	1

	2.032
	HAI
	HAI
	Hair Color
	FBI
	a
	0
	3
	3
	1

	2.033
	FPC
	FPC
	NCIC Fingerprint Class
	FBI
	an
	0
	20
	20
	1

	2.034
	PAT
	
	Pattern Level Classification
	FBI
	an
	0
	4
	220
	1

	2.035
	PPA
	
	Palm Prints Available
	FBI
	Y
	0
	1
	1
	1

	2.036
	PHT
	
	Photo Available
	FBI
	Y
	0
	1
	1
	1

	2.038
	DPR
	
	Date Printed
	FBI
	n
	0
	8
	8
	1

	2.039
	EAD
	
	Employer & Address
	FBI
	an,b.&/-()#
	0
	1
	120
	1

	2.040
	OCP
	
	Occupation
	FBI
	an,b.&/-()#
	0
	1
	50
	1

	2.041
	RES
	AD1*
	Residence
	FBI
	an,b.&/-#
	0
	1
	120
	1

	2.045
	DOA
	DOA
	Date of Arrest
	FBI
	n
	0
	8
	8
	1

	2.046
	DOS
	
	Date of Arrest Suffix
	FBI
	a
	0
	1
	1
	1

	2.047
	ASL
	AON*
	Arrest Segment Literal
	FBI
	an,-&/#$.+b
	0
	1
	316
	40

	2.051
	CSL
	*
	Court Segment Literal
	FBI
	an,-&/#$b
	0
	2
	608
	40

	
	CDD
	CDD*
	Court Disposition Date
	FBI
	an,-&/#$b
	0
	8
	8
	1

	
	COL
	*
	Court Offense Literal
	FBI
	an,-&/#$b
	0
	1
	300
	1

	
	CPL
	*
	Court Provision Literal
	FBI
	an,-&/#$b
	0
	1
	300
	1

	2.054
	SSD
	SSD
	Custody Start Date
	FBI
	n
	0
	8
	8
	1

	2.055
	SLE
	*
	Custody Literal
	FBI
	an,-&/#b
	0
	1
	300
	1

	2.056
	ICO
	
	Identification Comments
	FBI
	an,-&/#b
	0
	1
	50
	1

	2.067
	IMA
	
	Image Processing Field
	FBI
	an
	0
	1
	300
	1

	2.068
	IPP
	
	Image Preprocessing
	FBI
	a
	0
	1
	1
	1

	2.070
	RAP
	
	Request Elec RAP Sheet
	FBI
	a
	0
	1
	1
	1

	2.073
	CRI
	ORIA
	Arresting Agency ORI
	FBI
	an
	0
	9
	9
	3

	2.084
	AMP
	AMP
	Amputated or Bandaged
	FBI
	a
	0
	0
	60
	9

	
	FGP
	
	Finger Number
	FBI
	n
	0
	2
	2
	1

	
	AMPCD
	
	Amputated or Bandaged Code
	FBI
	a
	0
	2
	2
	1

	2.410
	
	EH
	Identification
	DPS
	an
	1
	396
	396
	1

	2.411
	
	EHN
	Identification Supplement
	DPS
	an
	
	358
	358
	12

	2.412
	
	ER2
	Arrest Segment
	DPS
	an
	
	477
	477
	999

	2.413
	
	SKN
	Color of Skin
	DPS
	a
	
	3
	3
	1

	2.414
	
	APC
	AFIS Fingerprint Pattern
	DPS
	a
	
	10
	10
	1

	2.415
	
	OLT
	Operator License Type
	DPS
	a
	
	1
	2
	1

	2.416
	
	OLN
	Operator License Number
	DPS
	anlj
	
	1
	25
	1

	2.417
	
	OLS
	Operator License State
	DPS
	a
	
	2
	2
	1

	2.418
	
	IDN
	Identification Card Number
	DPS
	anlj
	
	1
	25
	1

	2.419
	
	IDS
	Identification Card State
	DPS
	a
	
	2
	2
	1

	2.420
	
	ETH
	Ethnicity
	DPS
	a
	
	1
	1
	1

	2.421
	
	ORIA
	ORI of Arresting Agency
	DPS
	anlj
	
	9
	9
	1

	2.422
	
	TRS
	Tracking Number Supplement
	DPS
	an
	
	4
	4
	999

	2.423
	
	OCA
	Local Case Number
	DPS
	an
	
	1
	12
	1

	2.424
	
	ANA
	Arrest Name
	DPS
	a
	
	3
	30
	1

	2.425
	
	AGN
	Local Agency Offender No.
	DPS
	anlj
	
	1
	15
	1

	2.426
	
	GUN
	Gun Indicator
	DPS
	a
	
	1
	1
	1

	2.427
	
	DOO
	Date of Offense
	DPS
	n
	
	8
	8
	999

	2.428
	
	AON
	Arrest Offense Numeric
	DPS
	n
	
	8
	8
	999

	2.429
	
	AOL
	Arrest Offense Literal
	DPS
	anlj
	
	1
	46
	999

	2.430
	
	CIT
	Statute Citation
	DPS
	anlj
	
	1
	17
	999

	2.431
	
	LDA
	Level & Degree of Offense
	DPS
	an
	
	2
	2
	999

	2.432
	
	GOCA
	General Offense Character
	DPS
	a
	
	0
	1
	999

	2.433
	
	ADN
	Arrest Disposition Numeric
	DPS
	a
	
	3
	3
	1

	2.434
	
	ADD
	Arrest Disposition Literal
	DPS
	anlj
	
	1
	46
	1

	2.435
	
	ADA
	Arrest Disposition Date
	DPS
	n
	
	8
	8
	1

	2.436
	
	REF
	Prosecutor ORI
	DPS
	anlj
	
	9
	9
	1

	2.437
	
	JUV
	Juvenile Indicator
	DPS
	a
	
	1
	1
	1

	2.438
	
	SIDF
	SID Flag
	DPS
	ans
	
	0
	1
	1

	2.439
	
	ER3
	Prosecution Segment
	DPS
	an
	
	252
	252
	999

	2.440
	
	ER4
	Court Disposition
	DPS
	an
	
	533
	533
	999

	2.442
	
	ER5
	Custody/Supervision
	DPS
	an
	
	335
	335
	999


Table C1 — NIST Type 2 Definitions 
ER2 NOTES: 
	TAG 2.041
	The FBI RES field is comprised of the Texas DPS AD1, ADC, ADS, and ADZ fields

	TAG 2.047
	The FBI ASL field is comprised of the DOO subfield and the translation of the Texas AON field


ER4 NOTES: 
	TAG 2.047
	The FBI ASL = DOA and translation of the CON from the ER4 segment

	TAG 2.051
	The FBI CSL will consist of the FBI tags CDD COL and CPL. The data for these tags is defined as follows:

CDD
The CDD contained in the ER4 segment

COL
Translation of the CDN, translation of the CON and the LDC contained in the ER4 segment

CPL
"Confinement" & CMT, "Probation" & CPR and translation of the CPN contained in the ER4 segment


ER5 NOTES: 
	TAG 2.047
	The FBI ASL = DOA and the NOM from the ER5 segment

	TAG 2.055
	The FBI SLE will consist of the translation of the SSN and the SLE from the ER5 segment.

	TAG 2.009
	The FBI OCA = AGN from the ER5 segment. 
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