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Click on Agency Administrator Login

@ CJIS Online

Full Administrator Login

Login page for Full
Administrators to manage their
local agencies and users

Agency Administrator Login Vendor Login

Login page for Agency
Administrators to manage their
local users

Login page for Vendor Users to
complete training and Admins to
manage their company users

Security Training Login

IT & Agency Users Login

Login page for IT and Agency
Users 1o complete their training
and testing


https://www.cjisonline.com/

@ CJIS Online

< CJIS Online Home

Local Agency Login

Choose a State/Agency...

First Name
Last Name
ORI
Password

Forgot your password?

You will need to enter your sign on credentials to continue.
The fields are CaSe SeNsiTiVe.

First time logging into the system, you will be presented with quick pop-up notes.

p—

Dashboard Account R
Navigation Messaging -
el
Welcome to CJIS Online. When you You can click the@ icon to view P
You can click the B icon to view

login in the future, you will be directed
to the Dashboard as the starting point
for using the system.

This menu will allow you to navigate to
each area of the system that you have
permissions for.

account related actions available to you.
This is also where you will go to logout
out of the system.

messages regarding updates to the CJIS
Online system.

You can click the @ icon to view help
information for the system.




@ CJIS Online

(D Dashboard & Administration « [@ Reports = ‘ & Tour
(> Logout

Dashboard

WELCOME TO CJIS ONLINE YOUR SYSTEM PRIVILEGES

« Agency Administrator
AGENCY USER STATISTICS
1 0 0
Active Users Expired Active Expiring (next 60
Users days)
Copyright © 2019 Peak Performance Solutions Support

This is the main dashboard providing quick stats. In the top right corner, click on Tour to view the pop-up notes again.
Click Logout to leave the system.

The envelope contains messages from the application.

(D Dashboard & Administration ¥ [@ Reports w

The task bar contains the Administration Menu, Reports Menu and ? for additional help.

Let’s get started!



Accounts — adding new AGENCY users and updating user account information

Click on Administration then Manage Users.

@ (JIS Online B (Q) SecurmY ~
(D Dashboard () ministration « [® Reports = @
Dashboard Manage Users
Manage Vendors
WELCOME TO C. i . YOUR SYSTEM PRIVILEGES
Manage Vendor Usere

» Agency Administrator

Update Agency Profile

AGENCY USER STATISTICS

1 0 0
Active Users Expired Active Expiring (next 60
Users days)

To Add a New User Account

& CJIS Online 2 (© secumry -
(@ Dashboard & Administration « [# Reports = @
Manage Users
Last Name First Name Email
Username User Status Roles
Active Users Only $ All Roles s

Click on +Add a User button.



(D Dashboard & Administration [ Reports =

1 2

Account Details Roles

Agency Information

Agency * Department

User Information

Last Name * First Name * Middle Name
Rubble Barney
Phone

Account Information

[] This user does not have an Email Address

Email * Confirm Email *
email@address.com email@address.com
Username

‘When adding a user, Username is reserved for the user to
set unless this user does not have an email

Password * Confirm Password *

The password must be 8-20 characters long and must
contain at least 1 letter and 1 number.

All fields with an asterisk * are required. The ORI field should auto populate.
Enter Last Name, First Name, Email, Confirm Email, then enter and confirm an initial password.

If the individual does not have an email address, check the box next to “This user
does not have an Email Address” then enter a unique Username instead. The individual will
not be notified when their training is expiring without an email address entered.

Note: Please remember the password you entered to provide to the end user so
they may sign on. You will need to let the user know their initial password.

Your admin account allows you access to change passwords and edit fields on agency user and vendor user accounts.
Account information cannot be deleted; only made inactive.

Click Next.



@ CJIS Online & () SECURTY ~

Dashboard & Administration w B Reports = @

1
Account Details Roles
Security Training Access
Level 1 CJIS Security Training Personnel with Unescorted Access to a Physically Secure Location
(This level is designed for people who have access to a secure area but are not authorized to use
cJn
Level 2 CJIS Security Training All Personnel with Access to CJI
(This level is designed for people who do not have physical and logical access to CJI but may
encounter it in their duties)
@  Level 3 CJIS Security Training Personnel with Physical and Logical Access to CJI
(This level is designed for operators who typically have access to query, enter, or madify CJI data)
Level 4 CJIS Security Training Personnel with Information Technology Roles
(This level is designed for all information technelogy personnel including system administrators,
security administrators, network administrator, etc...)
Remove Security Training Access Removing Security Training Access from a User disallows them from logging in to take Training,

and excludes them from Certification Expiration Reports and Notifications.

Click on the appropriate training level needed. Click Create User.
A quick pop-up message appears when the account was successfully created.

Training level examples:

Level 1- personnel coming into the secured area — maintenance, admin assistants

Level 2 - personnel handling paper — records clerks, filing clerks

Level 3 — personnel running transactions on computers — dispatchers, officers

Level 4 — personnel working on network and computers — internal/city/government IT staff



The screen returns for further user account editing, if needed.

@ CJIS Online B (®) securny ~
& Dashboard & Administration @
Account Roles Certification Details

Agency Information

Agency * Department

User Information

Last Name * First Name * Middle Name
RUBBLE BARNEY
Phone

Account Information

[] This user does not have an Email Address

Email * Confirm Email *
email@address.com email@address.com
Username Account Status

[ Account Inactive

‘When adding a user, Username is reserved for the user to set
unless this user does not have an email

Password Confirm Password

The password must be 8-20 characters long and must
contain at least 1 letter and 1 number.

-

To edit the existing account created, you can click on Roles to change training level and Certification Details to view
testing records. Note: the Fingerprints section on the Certification Details tab is not required to be filled in.

When done editing click Save User.
To add another new account, click on +Add Another User button.

To find an existing user to edit, click on Search Users button.



To Search for User Account

Click on Administration then Manage Users.

@ CJIS Online = (S SECURTY v

Dashboard @& Administration [8) Reports = @

Dashboard Manage Users

Manage Vendors
WELCOME TO C. i YOUR SYSTEM PRIVILEGES
Manage Vendor Users

- Agency Administrator

Update Agency Profile

AGENCY USER STATISTICS

1 0 0
Active Users Expired Active Expiring (next 60
Users days)

@ CJIS Online & (Q) SEcURITY -
(@ Dashboard & Administration [ Reports = @
Manage Users
Last Name First Name Email
Username User Status Roles
Active Users Only = All Roles s

Showing Records: 1-2 of 2

Name/Email % Agency ¥ Edit

FLINTSTOME, FRED
someone@emailaddress.com

8

RUBBLE, BARNEY
email@address.com

N

Showing Records: 1- 2 of 2

You can search by name, email address, user status (Active/Inactive/All) or role.
Enter the search criteria and click on Search button.

Find the User account and click on Edit pencil & papericon Z to edit the account.
Remember to click Save User when done editing the account.



To Edit Your Agency Information

Click on Administration then Update Agency Profile
@ CJIS Online & () securiTy -

(D Dashboard & Administration - [ Reporis « @

Dashboard Manage Users

Manage Vendors
WELCOME TO C. [ YOUR SYSTEM PRIVILEGES

Manage Vena s + Agency Administrator

Update Agency Profile

AGENCY USER STATISTICS

2 (0] o
Active Users Expired Active Expiring (next 60
Users days)

@ CJIS Online = () securiry -

Dashboard & Administration - [ Reports - ®

Agency Profile

Agency Details
ORI

Agency Mame *

TX LEA

Agency Head/Contact Details

First Name Last Mame
Big Chief
Contact Title
Chief
Address

123 Somewhere

Address 2
City State Zip

Any Town Texas = 29999
FPhone Ext

Agency Administrator

First Name * Last Mame *
Little Chiel
Email *

myemail@address.com

Password Confirm Password
sssssssse sssssssss
The password must be 8-20 characters long and must contain at least 1 letter and 1 number.

Enter any changes needed. Fields with an asterisk * are required.
When done click Save.



To Search Vendor Records

Click on Administration then Manage Vendors.

@ CJIS Online

(@ Dashboard & Administration [# Reporis «

Dashboard Manar> Users

Manage Vendors

WELCOME TO C. P YOUR SYSTEM PRIVILEGES
Manage Vendor Users » Agency Administrator

Update Agency Profile

AGENCY USER STATISTICS

2 0 0
Active Users Expired Active Expiring (next 60
Users days)

@ CJIS Online @) securrry ~

dministration -

Manage Vendors 4+ Add Vendor

Company Name Category State

All Categories = All States =

=

Showing Records: 1 - 50 of 8480

Company Name *

State ¥ Notifications Edit
) = b =
> |1 T B4 =

You can search by Company name, category and/or state.

Click Search.

Find the Company Name and click on Edit pencil & papericon # to edit the account.
Remember to save any changes when done.
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To Add a Vendor

Only after you have extensively searched by company name (full or partial name) AND have searched by a known
individual employed by the vendor, you may enter a new vendor record. Do NOT enter vendor employees as your
agency employees as other agencies may use their same services.

@ CJIS Online & (Y secuRiTy -

(@ Dashboard & Administration [ Reports ®

Dashboard Manage Users

Manage Vendors

WELCOME TO C. } YOUR SYSTEM PRIVILEGES
M Vendor U N
anage Vendor Users - Agency Administrator

Update Agency Profile

AGENCY USER STATISTICS

2 o o
Active Users Expired Active Expiring (next 60
Users days)

@ CJIS Online & (2 securmTy -

() Dashboard & Administration w [ Reports @

Manage Vendors + Add Vendor

Company Mame Category State

“ I

All Categaries = All States

(e (D)

Showing Records: 1 - 50 of 8480

Enter a Company Name and click Search.
If no records are found, but you know the individual worked for this vendor in the past or works for another agency,
Search for Vendor User Account instead and check company name spelling in user account settings. Go to the section on

Vendor User Accounts to search for an individual user account. The company name could have changed or is spelled
differently.

If no results are found by user name search, then you may proceed to add a new Vendor.

Note: If error message appears for email address is in use, this means the record exists.

11



@ CJIS Online

Manage Vendors

Company Name

All Categaries

Showing Records: 1 - 50 of 8480

Company Mame £

o2

Click on +Add Vendor.

Category

Strate

All States

| Clear | m

A prompt may appear to validate you have searched before entering a new record.
You will not have the ability to disable or remove a vendor record if created in error.

CA

@ SECURITY ~

< Add Vendor

Motifications Edit
B4 =
=3 =

Add Vendor

Vendor Details

€~ Return to Search

Company Name *

Contact Name

Address

City

Description

Categories Related To Vendor

Phone

State

Choose...

Zip

[Jcap

[ Mobiles

[ workstations

[J Networking

[ switches

[] Consulting

[ Custom Software
[ Training

[ Testing

[] other

Enter a company name and pertinent information

Click Create Vendor.

. Fields with an asterisk * are required.

12

Create Vendor



Vendor User Accounts — adding new VENDOR users and updating information

Click on Administration then Manage Vendor Users.

@ CJIS Online =l
Dy Dashboard & Administration [ Reports w ®
Dashboard Manage Users
Manage Vendors
WELCOME TO C. i YOUR SYSTEM PRIVILEGES

Manage Vendor Users - Agency Administrator

Update Agency Profile

AGENCY USER STATISTICS

2 0 (0]
Active Users Expired Active Expiring (next 60
Users days)

First find if the user account exists.

@ CJIS Online & () SecuriTy ~

(&3 Dashboard 21 Administration - [} Reporis ®

Manage Vendor Users + Add a Vendor User

Flintstone
Username Roles
All Users * All Roles *
Company

View Vendor Notifications Assigned to Me

Showing Records: 0 -0 of O

Name/Email Company + E-Notify Status Edit

No records found

Showing Records: 0 -0 of O

Enter the individual’s Last Name, email and/or Company.
Choose User Status All Users and click Search.

If you do not see the record at the screen bottom, you may proceed to enter a new account.
If there is a user record, the account exists.
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Click on +Add a Vendor User button.
@ CJIS Online

(D Dashboard & Administration -

Manage Vendor Users

Last Name
Flintstone

Username

D Dashboard

& Administration -

[ Reports -

First Name

User Status

All Users

Company

= @ SECURITY ~

=+ Add a Vendor User

Email

Roles

All Roles =

Add a Vendor User

1
Account Details

User Information

< Return to Search

Roles

Company *
KX

Choose a company or enter a name to search for a company
Last Name *
Flintstone

Phone

Account Information

First Name *

Dino

Middle Name

[] This user does not have an Email Address
Email *
mydino@email.com

Username

‘When adding a user, Username is reserved for the user to
set unless this user does not have an email

Password *

The password must be 8-20 characters long and must
contain at least 1 letter and 1 number.

All fields with an asterisk * are required. Enter/search Company field.

Confirm Email *
mydino@email.com

Expiration Notification &

[ Receive Expiration Email

Confirm Password *

Enter Last Name, First Name, Email, Confirm Email, then enter and confirm an initial password.

If the individual does not have an email address, check the box next to “This user
does not have an Email Address” then enter a unique Username instead. The person will
not be notified when their training is expiring without an email address entered.
Note: Please remember the password you entered to provide to the end user so

they may sign on. You will need to let the user know their initial password.

Click Next.

14



@& CJIS Online o (@) secumm ~

() Dashboard & Administration [ Reports ®

1
Account Details Roles
Security Training Access
Level 1 CJIS Security Training Personnel with Unescorted Access to a Physically Secure Location
(This level is designed for people who have access to a secure area but are not authorized to
use CJL)
Level 2 CJIS Security Training All Vendors with Access to CJI
(This level is designed for vendors who do not have physical and logical access to CJI but may
encounter it in their duties)
@  Level 4 CJIS Security Training Vendors with Information Technology Roles
(This level is designed for all vendors with information technology roles including system
administration, security administration, network administration, etc...)
Remove Security Training Access Removing Security Training Access from a User disallows them from logging in to take Training,
and excludes them from Certification Expiration Reports and Notifications.
endor Admin Access
@ Mo Vendor Admin Access The user will not be able to manage other users in their company
Vendor Admin Access Allows the vendor user to manage other users in their company

For IT/CAD/RMS/software/network/computer/remote access/ related vendors, choose Level 4 CJIS Security Training.
If the individual will have Admin Access to enter and administer their own employees, click on Vendor Admin Access.
Click Create User. A quick pop-up message appears that the account was successfully created.

Vendors may have multiple admins. The agency can add the vendor user accounts or delegate this to the vendor company
by creating them an Admin account, so the vendor may enter their own employees.

15



@ CJIS Online =] (=) sEcuRITY -

@ Dashboard & Administration [ Reports @
Edit Vendor User -+ Add Another User Q. Search Users
Account Roles Certification Details

User Information

Company *

2K ~

Cheose a company or enter a name to search Tor a company

Last Name * First Name * Middle Name
FLINTSTONE DINO
Phone

Account Information

[] This user does not have an Email Address

Email * Confirm Email *
mydino@email.com mydino@email.com
Username Account Status Expiration Notification &
[0 Account Inactive [ Receive Expiration Email

When adding a user, Username is reserved for the user to set
unless this user does not have an email

Password Confirm Password

The password must be 8-20 characters long and must
contain at least 1 letter and 1 number.

A summary of the account created appears for any final edits. Click on the Roles tab
and Certification Details tab to review this information too. Click Save User when done.

Note: the Fingerprints section on the Certification Details tab is not required to be filled in.

16



REPORTS

Click on Reports. Choose Test Activity report.

@ CJIS Online = (@) seourTy -

Dashboard & Administration - ®

Dashboard Test Activity Report

Certification Expiration Report
WELCOME TO CJIS ONLINE o R SYSTEM PRIVILEGES

Fingerprint Report Agency Administrator

AGENCY USER STATISTICS

2 0 1]
Active Users Expired Active Expiring (next 60
Users days)

@ CJIS Online B2 (@) SECuRTY -

(& Dashboard & Administration - [ Reports ®

Test Activity Report

Choose an Employee Type *
Agency Employees £
Begin Date End Date Grade

All Passes/Fails =

] Include records from all dates

Clearl Run Report

To run a quick report of all employees.
Choose an Employee Type Agency Employees. Check Include Records from all dates.
Click Run Report.

17



@ CJIS Online

Dashboard & Administration - [ Reporis -

Test Activity Report - Agency Employees

Search Again

Test Statistics

Taken: 3 Passed: 3 - (100.0%) Failed: O - (0.0%)

Average Time: 0

Showing Records: 1 -3 of 3

Name/Email ¥ Test Name %

FLINTSTONE, FRED

N Level 1 CJIS Security Test
someone@emailaddress.com

FLINTSTONE, FRED

N Level 1 CJIS Security Test
someone@emailaddress.com

FLINTSTONE, FRED

N Level 1 CJIS Security Test
someone@emailaddress.com

Showing Records: 1 -3 of 3

A viewable report appears. To redefine the parameters, click Edit Filter.

Change any fields like date range and Run report again.

Test Date

January 26, 2017

October 23, 2018

October 23, 2018

Note: Right clicking on the screen brings up a pop up menu. You may choose to print/print preview the page.
There will be an example in a few pages regarding exporting data into Excel to help manage large data amounts.
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Run a Certification Expiration Report

Click on Reports. Choose Certification Expiration report.

@ CJIS Online & (&) securTy -

Dashboard & Administration [E Reporis « ®

Dashboard Tact Antivity: Danart

Certification Expiration Report
y * SYSTEM PRIVILEGES

Fingerprint Report

WELCOME TO CJIS ONLINE .
Agency Administrator

AGENCY USER STATISTICS

2 o (0]
Active Users Expired Active Expiring (next 60
Users days)

@ CJIS Online = (@ seoury -

Dashboard [© Administration E Reports « ®

Certification Expiration Report

Choose an Employee Type *

Agency Employees =

Begin Date End Date

1 Include records from all dates

[[] Only show accounts with no certification history

Clear Run Report

To run a report of all employee’s certifications expiring;
Choose an Employee Type Agency Employees. Check Include Records from all dates.

Click Run Report.

19



Export to Worksheet format.

@ CJIS Online & (D) SECuRITY ~

Dashboard & Administration [ Reports « ®

Certification Expiration Report - Agency Employees

[A Export

Search Again Clear Results m

Showing Records: 1-2of 2

Name/Email <

ORI ¥ Test Level % Expiration Date ¥
FLINTSTOME, FRED . L
N Level 1 CJIS Security Training October 22, 2020
someone@emailaddress.com

RUBBLE, BARMNEY - -
Level 3 CJIS Security Training N/A
email@address.com

Showing Records: 1-2of 2

A result with N/A means there is no tests completed. Clicking the up/down pointed triangles
on the column headings allow the data to be sorted.

The Export button allows the data to be exported into an Excel Worksheet format. Click Export.
A pop-up message appears to open or save the data then a message appears to Allow Excel to
open the content. Choose to Open the file for now then Allow to continue.

@ CJIS Online & () securiTy ~

(D Dashboard @ Administration « [ Reports ®

Certification Expiration Report - Agency Employees

Search Again Clear Results m

Internet Explorer Security

\#) A website wants to open web content using this

Showin program on your computer

This program will open outside of Protected mode. Internet Explorer's
N Protected mode helps protect your computer. If you do not trust this website,
lamey

do not open this program. Expiration Date

FLINT. E Name: Microsoft Excel
som Publisher: Microsoft Corporation Training October 22, 2020
RUBBI N n . .
ernal [ ] Do not show me the warning for this program again Training N/A
Allow Don't allow
Showin
Do you want to open or save CERT_EXP_02_12_2019.csv (216 bytes) from cjisonline.com? Open Save - Cancel

20



Sample worksheet from export.

Remember to use File, Save As in Excel and save the worksheet on your computer.

Home Insert Page Layout Formulas Data Review View Acrobat Q Tell me what you want to do
-B-D 3{3 Cut Calibri 11 AA T == - = Wrap Text General -
Paste "o Copy - B T Hh-A- E=E= =3= $-% 9 %35° Conditional |
- ~ Format Painter ” T = = =/ £=2= Ee/Merge & Center - o e 0o = Formatting -
Clipboard [ Font [ Alignment [ Number [ <
J23 - Jx
A B C D E F G
1 LAST NAME FIRST NAME ORI USER LEVEL EXPIRE DATE
2 |FLINTSTONE FRED Level 1 CJIS Security Training 10/22/2020
3 |RUBBLE BARNEY Level 3 CJIS Security Training No Tests Taken
4
5
6
7
8
9
10
11
12
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Run a vendor Certification Expiration report.

Click on Reports. Choose Certification Expiration report.

@ CJIS Online () securiTY ~

Dashboard &) Administration w [ Reports w ®

Dashboard Teast Activing Banare

Certification Expiration Report
WELCOME TO CJIS ONLINE Nl R SYSTEM PRIVILEGES

Fingerprint Report Agency Administrator

AGENCY USER STATISTICS

2 0 0
Active Users Expired Active Expiring (next 60
Users days)

@ CJIS Online

(D Dashboard & Administration « [& Reports =

Certification Expiration Report

Choose an Employee Type * Company
Vendor Employees B XXX X -
Begin Date End Date

¥ Include records from all dates

[] Only show accounts with no certification history

o

To run a report of vendor employee’s certification expiring;
Choose an Employee Type Vendor Employees. Enter Company name. Check Include Records from all dates.
Click Run Report.

I Good tip: If your vendor provides a list of personnel completing training, it is the agency’s responsibility to check if
the report is current and accurate.
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@C“S Online B (2 SECURITY -

Dashboard B Administration - [ Reports = ®

Certification Expiration Report - Vendor Employees

Search Again Clear Results Edit Filter

Showing Records: 1-1 of 1
Name/Email ¥ Company & Test Level ¥ Expiration Date %

FLINTSTONE, DINO

. XXX Level 4 CJIS Security Training N/A
mydino@email.com

Showing Records: 1-1 of 1

A result with N/A means there is no tests completed. Clicking the up/down pointed triangles
on the column headings allow the data to be sorted. Click Edit Filter to change search criteria and run a different report.
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IT & Agency User
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IT & Agency User Sign on

https://www.cjisonline.com/

Click on IT & Agency Users Login

@ CJIS Online

Welcome to
== S nli-. g

-

Thé”imvstandard P | all your CJIS compli:

Full Administrator Login Agency Administrator Login Vendor Login IT & Agency Users Login
Login page for Full Login page for Agency Login page for Vendor Users to Login page for IT and Agency
Administrators to manage their Administrators to manage their complete training and Admins to Users 1o complete their training

local agencies and users local users manage their company users and testing

r'"?-l Security Training Login

Note: this is not for external IT vendors. IT vendors would click on Vendor Login.

25


https://www.cjisonline.com/

@ CJIS Online

< CJIS Online Home

Login to CJIS Online

Password

Forgot your password?

The individual will need their sign on information the agency created to continue with training.
The fields are CaSe SeNsiTiVe.

First time logging into the system, the individual will be presented with quick pop-up notes.

Dashboard Account
Navigation Messaging Help
Welcome to CJIS Online. When you login in the You can click the () icon to view account related
future, you will be directed to the Dashboard as This menu will allow you to navigate to each area actions available to you. This is also where you You can click the B icon to view messages You can dlick the (2) icon to view help
the starting point for using the system, of the system that you have permissions for. will go to logout out of the system. regarding updates to the CJIS Online system. infermatien for the system.
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@ CJIS Online

(D Dashboard B Training = ‘ S, Profile
[ Tour

Dashboard
&> Logout

WELCOME TO CJIS ONLINE FRED FLINTSTONE!

+ Your assigned training level is Level 1 CJIS Security Training
+ Your current Level 1 CJIS Security Training certification expires on 10/22/2020

This is the main dashboard providing quick stats. In the top right corner, click on Tour to view the pop-up notes again.
Click on Profile to update email or change password.
Click Logout to leave the system.

The envelope contains messages from the application.

(@ Dashboard Training v @

The task bar contains the Training Menu and ? for additional help.
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User Profile

@ CJIS Online

(D Dashboard B Training =

User Profile

User Information

First Name Middle Name Last Name

FRED FLINTSTONE

Agency Information

Organization/State Agency Department

> MAINTENANCE

Account Information

[ This user does not have an Email Address

Email * Confirm Email *
someone@emailaddress.com someone@emailaddress.com
Username Phone

512-512-1212

Change Password

New Password Confirm Password

The password must be 8-20 characters long and must
contain at least 1 letter and 1 number.

After clicking on Profile, the individual can only change account information pertaining to their account.
Update email address, username, phone and password then click Save when done.

Note: the account sign on is either the email address or username. Without a valid email address the user will not be
automatically notified to renew training.

28



View certification records

Click on Training then Certification Details.

@ CJIS Online

Dashboard B Training «

Dashboard Serrit Anaiciess

Certification Details

WELCOMETOC B

» Your assigned training level is Level 1 CJIS Security Training
= Your current Level 1 CJIS Security Training certification expires on 02/27/2021

@ CJIS Online

Dashboard B Training =

Certification Details for FRED FLINTSTONE

Certifications

Show Current Certifications Only

Certification Level ¥ Expiration Date ¥ Grade ¥ Score ¥ Certificate
N oy
\
Level 1 CJIS Security Test October 22, 2020 Pass 100.0%
With Border No Border
D D
\
Level 1 CJIS Security Test October 22, 2020 Pass N/A
With Border No Border
D &
\
Level 1 CJIS Security Test January 26,2019 Pass 100.0%
With Border No Border

Fingerprints

Date Printed ¥ Agency ¥ State ¥ Contact

No fingerprints on file

Click on the certificate needed With Border or No Border icon to open the certificate. A pop-up message will appear to
open the file and then possibly an Adobe Allow message. Click Open then Allow to view. After opening you can print the
certificate, if desired.
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To Begin Training

Click on Training then Security Awareness.

@ CJIS Online

Dashboard Security Awareness

Certification Details
WELCOMETOC E

+ Your assigned training level is Level 1 CJIS Security Training
+ Your current Level 1 CJIS Security Training certification expires on 02/27/2021
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@ CJIS Online

(D Dashboard B Training

Security Awareness Certification

Training

You are currently assigned Level 1 CJIS Security Training, which is designed for Personnel with Unescorted Access to a Physically Secure Location
(This level is designed for people who have access to a secure area but are not authorized to use CJI)

Begin Interactive Training

Alternative Formats

Level 1 - Document Version This is a text version of the Level 1 Training. Begin Training

Nivel 1 (version en espafiol) Este es el nivel 1 de la capacitacién traducido al espariol. Begin Training

Please contact your administrator if this is not the appropriate training level

Confirmation

Version en Espafiol
You must confirm that you have completed the Level 1 Security Training and understand everything that was presented. You are required to complete the
security awareness training each time you recertify. Security policies are constantly being updated and review of the training is required.

[I1 confirm that | read and understand the Level 1 Security Training.
[11 understand that | am not authorized to access, read, handle or discuss Criminal Justice Information.

[711 understand that unauthorized access, handling or discussion of Criminal Justice Information could result
in criminal prosecution and/or termination of employment.

Record Confirmation

Click on Begin Interactive Training button.

Alternative Format Spanish version text based is available only for Level 1 training.
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The training starts with this screen.

PEAK PERFORMANCE
BOLUTIONS

+ 1. Welcome

1.1. Welcome

1.2. Purpose
» 2. Criminal Justice Information
v 3 Condusion

3.1. Policy Questions

3.2. Next Steps

Welcome to the CJIS Security and Awareness Training.

Click the arrow button to continue training until the end.

PEAK PERIORMANCE

BOLUTIONS

> 1. Welcome

» 2. Criminal Justice Informa...

We hope you enjoyed the

CJIS Security and Awareness

3.1. Policy Questions / Security train ing.
3.2. Next Steps Awareness ‘

¥ 3. Conclusion

Please exit the course and
click on the "Confirmation”
button to acknowledge
and record completion of
this training.

At the end click on Exit Course button.
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@ CJIS Online

@ Dashboard B Training =

Security Awareness Certification

Training

You are currently assigned Level 1 CJIS Security Training, which is designed for Personnel with Unescorted Access to a Physically Secure Location
(This level is designed for people who have access to a secure area but are not authorized to use CJI)

Begin Interactive Training

Alternative Formats

Level 1- Document Version This is a text version of the Level 1 Training. Begin Training

Nivel 1 (version en espafiol) Este es el nivel 1 de la capacitacion traducido al espafiol. Begin Training

Please contact your administrator if this is not the appropriate training level

Confirmation

Version en Espafiol
You must confirm that you have completed the Level 1 Security Training and understand everything that was presented. You are required to complete the
security awareness training each time you recertify. Security policies are constantly being updated and review of the training is required.

» 7 | confirm that | read and understand the Level 1 Security Training.
» 7 | understand that | am not authorized to access, read, handle or discuss Criminal Justice Information.
» ] | understand that unauthorized access, handling or discussion of Criminal Justice Information could result

in criminal prosecution and/or termination of employment.

Record Confirmation

After training completed, the individual must check all confirmation boxes then click Record Confirmation button to
complete training and to receive a certificate.
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You are currently assigned Level ecurity Training, which is designed for Personnel with Unescorted Access 1o a Physically Secure Location
(This level is designed for people who have access to a secure area but are not authorized to use CJI)

Begin Interactive Training

Alternative Formats

Level 1 - Document Version This is a text version of the Level 1 Training. Begin Training

Nivel 1 (version en espafiol) Este es el nivel 1 de la capacitacion traducido al espafiol. Begin Training

Please contact your administrator if this is not the appropriate training level

Confirmation

As identified by your logon, FRED
FLINTSTONE, you confirmed you
completed the level 1 CJIS Security
Training on 02/27/2019

Print your certificate

With Border No Border

Do you want to open or save certificate02272021.pdf (137 KB) from cjisonline.com? Open Save |~ Cancel

Note: The Local Agency Admin or the individual user can view and reprint a certificate from the Training
Certification Details menu.

Choose the With Border or No Border icon to view the certificate.

A pop-up message will appear at the screen bottom, click Open. A message may appear for Adobe PDF.

Click on Allow on Adobe popup message.

After viewing you may choose to print or save the certificate.

Internet Explorer Security

@ A website wants to open web content using this
program on your computer

This program will open outside of Protected mode. Internet Explorer's
Protected mode helps protect your computer. If you do not trust this website,
do not open this program.

Name: Adobe Acrobat

Publisher:  Adobe Systems, Incorporated

[ ] Do not show me the warning for this program again

Allow Don't allow ]
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Criminal Justice Information System
Security & Awareness Training

]
This is to certify that

has successfully completed the

Level CJIS Security Test

Tl eerlifieafion rxpingd Fad

10/23/2018 yeavs from ihe dote of lesssmoe 10722/ 2020

Certification Dag Lxpiration Date
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Email sample to send users for training.

H 9 0 $-@ - SAMPLE employee email text for CJIS Security Awareness Training - Message (HTML) = -

“ Message Insert Options FormatText Review AdobePDF Q) Tell me what you want to do...

To.
Cc.
Send
Subject SAMPLE employee email text for CJIS Security Awareness Training

Please complete the following CJIS Security Awareness Training before 99/99/9999,
To access the training, please go to https://www.cjisonline.com

Click on ‘IT & Agency Users Login’ button.

Enter your user credentials:

Username: Firstname.lastname@emailaddress.com

Password: P@55wOrd (Please note the password is case sensitive)

Once logged into the system, you may change your password.

Click on ‘TRAINING' then ‘Security Awareness’. You must read the training modules in ‘Begin Interactive Training'.
After reading the training modules, return to the dashboard.

Confirm and click on the ‘Begin Test’ button.

You will have 1 hour to take the 25 question test.

Take the test. To pass, you will need to achieve at least a 70 % (18 of 25 correct). This certification will be valid for two years after successfully completing.
If you do not pass, you will need to wait at least three hours before taking the test again. There are no limitations on how many times to retake the test.

Once successfully complete, you may print your certificate if desired.

TAC

This message contains information, which may be confidential and privileged. Unless you are the addressee (or autharized to receive for the addressee), you may not use, copy or disclose to anyone the message or any information contained in the message. If you have

After creating a user account, you will need to provide the user an initial password and the link to get started. This is a
sample of an email message to help with the planning.
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