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Meet all the applicable requirements of the CJIS Security Policy.
	Vendor
Explain how requirements are met using the “Requirements and Transition” or similar spreadsheet as a guideline. Add a column to the right of the spreadsheet with explanation. Include any items that are not applicable or “Agency Responsibility.”

Explain how separation of CJI data is accomplished, if not done above.

Explain how encryption in transit is accomplished, if not done above.

Explain where the Cloud data centers are located and the method used to ensure that data remains inside the US, if not done above.
	
	Agency
	
		Explain how any “responsibility of the Customer” items above are met.

Sign a CJIS Security Addendum either incorporated by reference to the contract or as a standalone document.
	Vendor

		Sign Signatory page of the Security Addendum. Secure Agency signatures.

		Have everyone with access to CJI sign a Certification page. Vendor approved.

Have everyone with access to CJI pass a finger print based background check with the Agency. 

	Agency
Agency will ensure all vendor personnel with access have their finger prints in the Secure Site database.

Agency will adjudicate finger prints for access.

Agency will receive a Certification Page for all vendor employees with access. Copies should be made available to DPS during Audit.

A physical security audit and possible technical security audit follow-up will be accomplished by DPS or, depending on the location(s) of the facility storing CJI, by another CSA’s representative DPS will designate. 

 
